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Savespace Privacy Policy 

 

NewNet, Inc. (hereinafter referred to as the "Company") establishes the following Privacy Policy 

(hereinafter referred to as the "Policy") regarding the handling of personal information of users 

(hereinafter referred to as the "Users") who use the service "Savespace" (hereinafter referred to as the 

"Service") provided by the Company. The Company will promote the protection of personal 

information by building a system for protecting personal information, ensuring that all employees 

recognize the importance of protecting personal information, and thoroughly implementing these 

measures. 

 

Article 1 (Personal Information) 

"Personal Information" refers to "personal information (kojin jouhou)" as defined by the Act on the 

Protection of Personal Information (Act No. 57 of 2003, hereinafter referred to as the "Personal 

Information Protection Act"), which means information relating to a living individual that can 

identify a specific individual by name, date of birth, or other descriptions contained in such 

information, or that includes an individual identification code. 

 

Article 2 (Personal Information Collected) 

1. Information Obtained from Users by the Company  

(1) Display name, profile picture, email address 

2. Information Collected by the Company in Connection with the Use of the Service 

(1) Information related to the use and browsing of the Service by the User, such as the date 

and frequency of use of the Service, the User's behavior when using the Service 

(including device name, IDFV, device settings such as language settings, IP address) 

(2) Information saved by the User in the Service, such as URLs, notes, images, comments, 

and reactions saved in the Service 

3. Information Indirectly Obtained by the Company from Third Parties 

(1) Tokens provided by authentication providers, authentication provider information 

(2) Payment information related to the Service provided by payment service providers 

 

Article 3 (Purpose of Use of Personal Information) 

The Company will obtain and use Users' Personal Information within the scope necessary for the 

following purposes. If the Company needs to use Personal Information beyond the scope of the 

following purposes, it will do so within the limits of the law and will take the necessary legal measures 

such as notifying or publicly announcing the changes. 
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(1) To provide the Service 

(2) To communicate and provide information regarding the Service 

(3) To investigate and analyze the usage status of the Service 

(4) To resolve operational issues related to the Service 

(5) To conduct satisfaction surveys regarding the Service 

(6) To improve or enhance the Service, or to develop new services 

(7) To provide customer support 

(8) For other purposes incidental to the above purposes 

 

Article 4 (Management and Protection of Personal Information) 

1. The Company will appropriately manage Personal Information and, except in the following 

cases, will not disclose or provide Personal Information to third parties (excluding third 

parties located in foreign countries, the same applies in this and the next section) without the 

consent of the User. Additionally, the Company will take preventive and corrective measures 

against risks such as unauthorized access to Personal Information, loss, destruction, 

falsification, and leakage of Personal Information, considering safety. 

(1) When it is necessary for the protection of a person's life, body, or property, and it is 

difficult to obtain the User's consent 

(2) When it is particularly necessary for improving public health or promoting the sound 

growth of children, and it is difficult to obtain the User's consent 

(3) When it is necessary to cooperate with a government agency, local government, or an 

entrusted party in performing legally prescribed duties, and obtaining the User's consent 

may interfere with the execution of those duties 

(4) When otherwise permitted by law 

2. Notwithstanding the provisions of the preceding paragraph, the following cases will not be 

considered as disclosure or provision to a third party: 

(1) When the Company entrusts the handling of Personal Information, in whole or in part, 

within the scope necessary to achieve the purpose of use 

(2) When Personal Information is provided as part of a business transfer due to a merger or 

other reasons 

(3) When Personal Information is jointly used with a specific party, and the User has been 

notified in advance or placed in a situation where the User can easily know the items of 

Personal Information to be jointly used, the scope of joint users, the purpose of use by 

the joint users, and the name or title of the person responsible for managing the Personal 

Information 

3. Except in the following cases, the Company will not provide Personal Information to third 
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parties located in foreign countries without obtaining the User's prior consent: 

(1) When the handling of Personal Information is carried out by a third party located in a 

foreign country that has implemented measures in line with the purpose of the provisions 

in Chapter 4, Section 1 of the Personal Information Protection Act, and the 

implementation of such measures is secured between the Company and the third party 

(2) When any of the items in Article 5, Paragraph 1 apply 

4. Notwithstanding the provisions of the preceding paragraph, the Company may provide 

Personal Information to the following third parties located in foreign countries: 

(1) Amplitude, Inc. 

(i) Country: United States of America 

(ii) Information regarding the Personal Information protection system in the relevant 

foreign country, obtained by appropriate and reasonable means: 

Please refer to the information on the system in the United States (federal) 

published by the Personal Information Protection Commission. 

https://www.ppc.go.jp/files/pdf/USA_report.pdf 

(iii) Information regarding the measures taken by the third party to protect Personal 

Information: 

Amplitude, Inc. handles Personal Information in accordance with the following 

privacy policy: 

https://amplitude.com/privacy 

(2) AppsFlyer, Ltd. 

(i) Country: United States of America 

(ii) Information regarding the Personal Information protection system in the relevant 

foreign country, obtained by appropriate and reasonable means: 

Please refer to the information on the system in the United States (federal) 

published by the Personal Information Protection Commission. 

https://www.ppc.go.jp/files/pdf/USA_report.pdf 

(iii) Information regarding the measures taken by the third party to protect Personal 

Information: 

AppsFlyer, Ltd. handles Personal Information in accordance with the following 

privacy policy: 

https://www.appsflyer.com/legal/privacy-policy/ 

(3) Alphabet Inc. 

(i) Country: United States of America 

(ii) Information regarding the Personal Information protection system in the relevant 

foreign country, obtained by appropriate and reasonable means: 

https://www.ppc.go.jp/files/pdf/USA_report.pdf
https://amplitude.com/privacy
https://www.ppc.go.jp/files/pdf/USA_report.pdf
https://www.appsflyer.com/legal/privacy-policy/
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Please refer to the information on the system in the United States (federal) 

published by the Personal Information Protection Commission. 

https://www.ppc.go.jp/files/pdf/USA_report.pdf 

(iii) Information regarding the measures taken by the third party to protect Personal 

Information: 

Alphabet Inc. handles Personal Information in accordance with the following 

privacy policy: 

https://policies.google.com/privacy 

(4) SmartBear Software Inc. 

(i) Country: United States of America 

(ii) Information regarding the Personal Information protection system in the relevant 

foreign country, obtained by appropriate and reasonable means: 

Please refer to the information on the system in the United States (federal) 

published by the Personal Information Protection Commission. 

https://www.ppc.go.jp/files/pdf/USA_report.pdf 

(iii) Information regarding the measures taken by the third party to protect Personal 

Information: 

SmartBear Software Inc. handles Personal Information in accordance with the 

following privacy policy: 

https://smartbear.com/privacy/ 

(5) OpenAI OpCo, LLC 

(i) Country: United States of America 

(ii) Information regarding the Personal Information protection system in the relevant 

foreign country, obtained by appropriate and reasonable means: 

Please refer to the information on the system in the United States (federal) 

published by the Personal Information Protection Commission. 

https://www.ppc.go.jp/files/pdf/USA_report.pdf 

(iii) Information regarding the measures taken by the third party to protect Personal 

Information: 

OpenAI OpCo, LLC handles Personal Information in accordance with the 

following privacy policy: 

https://openai.com/policies/privacy-policy/ 

(6) RevenueCat, Inc. 

(i) Country: United States of America 

(ii) Information regarding the Personal Information protection system in the relevant 

foreign country, obtained by appropriate and reasonable means: 

https://www.ppc.go.jp/files/pdf/USA_report.pdf
https://policies.google.com/privacy
https://www.ppc.go.jp/files/pdf/USA_report.pdf
https://smartbear.com/privacy/
https://www.ppc.go.jp/files/pdf/USA_report.pdf
https://openai.com/policies/privacy-policy/
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Please refer to the information on the system in the United States (federal) 

published by the Personal Information Protection Commission. 

https://www.ppc.go.jp/files/pdf/USA_report.pdf 

(iii) Information regarding the measures taken by the third party to protect Personal 

Information: 

RevenueCat, Inc. handles Personal Information in accordance with the following 

privacy policy: 

https://www.revenuecat.com/privacy/ 

(7) Intercom (Intercom R&D Unlimited Company; Intercom, Inc.; Intercom Software UK 

Limited; and Intercom Software Australia Pty Ltd) 

(i) Country: Ireland, United States of America, United Kingdom and Australia 

(ii) Information regarding the Personal Information protection system in the relevant 

foreign country, obtained by appropriate and reasonable means: 

Please refer to the information on the system in the jurisdictions above published 

by the Personal Information Protection Commission. 

https://www.ppc.go.jp/enforcement/infoprovision/laws/ 

(iii) Information regarding the measures taken by the third party to protect Personal 

Information: 

Intercom handles Personal Information in accordance with the following privacy 

policy: 

https://www.intercom.com/legal/data-processing-agreement 

 

Article 5 (Entrustment of Handling of Personal Information) 

The Company may entrust the handling of Personal Information, in whole or in part, within the scope 

necessary to achieve the purpose of use. In such cases, the Company will thoroughly evaluate the 

eligibility of the entrusted party and establish confidentiality obligations in the contract. The Company 

will also supervise the entrusted party as necessary and appropriate. 

 

Article 6 (Disclosure of Personal Information) 

When a User requests the disclosure of retained Personal Information or records of provision to third 

parties in accordance with the Personal Information Protection Act, the Company will confirm that the 

request is from the User themselves and will disclose the information without delay (if the Personal 

Information does not exist, the Company will notify the User to that effect without delay). However, 

the Company may choose not to disclose all or part of the information if any of the following 

conditions apply: 

(1) if there is a risk of harm to the life, body, property, or other rights and interests of the 

https://www.ppc.go.jp/files/pdf/USA_report.pdf
https://www.revenuecat.com/privacy/
https://www.ppc.go.jp/enforcement/infoprovision/laws/
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User or a third party; 

(2) if there is a risk of significant hindrance to the proper conduct of the Company's business; 

or 

(3) if disclosure would violate other laws and regulations. 

 

Article 7 (Correction, etc. of Retained Personal Information) 

If the User requests the correction, addition, or deletion (hereinafter referred to as "Correction, etc.") 

of Personal Information in accordance with the provisions of the Personal Information Protection Act, 

and the information is found to be inaccurate, the Company will confirm that the request is from the 

User themselves, conduct the necessary investigation without delay within the scope necessary to 

achieve the purpose of use, and, based on the results, make the necessary corrections to the retained 

Personal Information and notify the User without delay (if the Company decides not to make such 

corrections, the Company will notify the User without delay). However, this does not apply if the 

Company is not obligated to make corrections, etc. under the Personal Information Protection Act or 

other laws and regulations. 

 

Article 8 (Suspension of Use, etc. of Personal Information) 

If the User requests the suspension of use, deletion of retained Personal Information, or suspension of 

provision to third parties (hereinafter referred to as "Suspension of Use, etc.") and there is a legitimate 

reason for such a request, the Company will conduct the necessary investigation without delay. If it is 

determined that the request is justified, the Company will suspend the use, etc., of the retained Personal 

Information within the necessary limits to correct the violation or to prevent the infringement of the 

User's rights and interests and will notify the User of this without delay. However, if the suspension 

of use, etc., requires a large amount of cost or is otherwise difficult to implement, and if alternative 

measures can be taken to protect the User's rights and interests, the Company will take such alternative 

measures. If the Company decides not to suspend use, etc., the Company will notify the User without 

delay. 

 

Article 9 (Procedure for Changing the Privacy Policy) 

The Company will review the contents of this Policy as appropriate and strive for its improvement. 

The Company may change the contents of this Policy, except for matters otherwise provided for by 

law or in this Policy. The revised Privacy Policy will take effect when it is notified to Users in a manner 

prescribed by the Company or posted on the Company's website. 

 

Article 10 (Security Management Measures) 

The Company will take organizational, physical, human, and technical measures to prevent 
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unauthorized access to, loss, destruction, falsification, and leakage of Personal Information, which has 

been entrusted by Users, by implementing access restrictions to Personal Information files, recording 

access logs, and implementing security measures to prevent unauthorized access from outside. In the 

event of an incident such as a leakage of Users' Personal Information, the Company will promptly 

report to the relevant supervisory authorities in accordance with the Personal Information Protection 

Act and related guidelines, and take necessary measures such as preventing similar incidents and 

recurrence, following the instructions of the supervisory authorities. 

 

Article 11 (Company Address, Name, and Representative) 

The Company's address and the name of its representative are as follows: 

Address: Toranomon 3-Chome Building 2F, 3-1-1 Toranomon, Minato-ku, Tokyo 

Company Name: NewNet, Inc. 

Representative: Jun Tanaka 

 

Article 12 (Contact Information) 

For inquiries regarding the handling of Personal Information by the Company, please contact: 

NewNet, Inc. Customer Support 

Toranomon 3-Chome Building 2F, 3-1-1 Toranomon, Minato-ku, Tokyo 105-0001 

Email: privacy@save.space 

 

[Intentionally left blank below] 
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Special Provisions for Residents of the European Economic Area (EEA) 

 

For the purposes of the EU General Data Protection Regulation 2016 (the “GDPR”), the Company is 

the controller of the Personal Information processed by us and we are responsible for our services and 

websites (the “Site”). 

 

“Controller” of personal information is defined as “person … which … determines the purposes and 

means of the processing of personal data” under Article 4(7) of the GDPR. 

 

1. Personal Information We Collect 

Please refer to the “Article 2 Personal Information Collected” in our Privacy Policy above. 

 

We collect those Personal Information by using cookies, server logs and other similar technologies. 

The content collected and recorded on access logs is used for the purposes set out in “Article 3 Purpose 

of Use of Personal Information”) in our Privacy Policy above. 

 

2. Disclosure of Personal Information and Transfer of Personal Information outside of 

the EEA 

We will protect your Personal Information as being strictly confidential. We may share your personal 

information with the parties set out below for the purposes set forth in this Policy: 

- A member of our corporate group; 

- Our professional advisors such as auditing firms, accountants and lawyers, etc.; 

- Companies that provide services to help us with our business activities, such as data storage, 

maintenance services, database management, web analytics and payment processing; and 

- Companies that succeed to our business or assets due to an organizational restructuring or a 

business transfer or the like. 

 

We may also disclose your Personal Information to the extent required by law and only to the extent 

such disclosure of Personal Information is necessary, such as to protect your safety or the safety of 

others, investigate crimes, or respond to a request by the government or any other third party.  

 

Furthermore, we will notify you of any provision of your Personal Information to respond to a request 

by the government or a third party unless notification is prohibited by applicable laws and regulations. 

 

As the Company’s headquarters are based in Japan, your Personal Information might be transferred in 

a country outside of the EEA.  
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Regarding Japan, the European Commission has adopted an adequacy decision on Japan on January 

23, 2019 allowing personal data to flow freely between the two economies on the basis of strong 

protection guarantees. 

 

If your Personal Information is transferred to a third party located in a country that has not received 

an adequacy decision by the European Commission, we will take appropriate security measures, such 

as use the European Commission-approved Standard Contractual Clauses. You can request details of 

the security measures (including a copy of the Standard Contractual Clauses) we took by email at 

privacy@save.space. 

 

Outsourcing 

We may use third party vendors to assist us in carrying out certain operations necessary for providing 

our Services (for example, customer support, etc.). In doing so, all or part of the User’s Personal 

Information, including User Data, may be entrusted to such vendors, including service providers in 

the list as mentioned below. We require all third parties to process Personal Information in a secure 

manner in accordance with applicable laws and regulations. Furthermore, we require all third parties 

that process Personal Information on our behalf, to process such Personal Information in accordance 

with our instructions, to the minimum amount necessary to carry out their tasks and only for the 

purposes that we retained them for. 

 

The Company shall be responsible for ensuring that vendors comply with obligations equivalent to 

those imposed on the Company under laws and the Terms of Use for Savespace. 

 

The list of service providers used by the Company and the list of countries where Personal Information 

is processed and stored is set out in paragraph 4 of Article 5 in our Privacy Policy above. 

 

4. Retention Period of Personal Information 

We will store your Personal Information, in a form which permits us to identify you, for no longer 

than is necessary for the purpose for which the Personal Information is processed. Furthermore, we 

will store your Personal Information as necessary to comply with our legal obligations, resolve 

disputes, or enforce our rights, or if it is technically difficult to remove it immediately. 

 

5. Security Control Measures 

Please refer to “Article 10 Security Management Measures” in our Privacy Policy above.  
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In addition, the security control measures we will take include executing appropriate agreements with 

outsourced parties or employees and supervising them. In case we process Personal Information 

overseas, we will confirm the systems of that foreign country and what protections it offers for 

Personal Information and we will take appropriate security control measures accordingly.  

 

6. Legal Basis for Processing Personal Information 

We process Personal Information about you only where we have the following legal basis for doing 

so: 

- Agreement: where we need to process your Personal Information to perform an agreement we 

executed with you. 

- Legal obligation: where we need to process your Personal Information to comply with a legal 

obligation. 

- Legitimate interest: where we need to process your Personal Information for our legitimate 

interests or those of a third party, and they are not overridden by your interests and fundamental 

rights. 

- Consent: where you give us consent to process Personal Information. You may withdraw your 

consent at any time, but withdrawing your consent will not affect the lawfulness of the processing 

of your Personal Information based on the consent you gave before your withdrawal. 

If you have any questions regarding the legitimate interests' details, please email us at 

privacy@save.space. 

 

7. Your Rights 

You have multiple legal rights in relation to your Personal Information we hold about you. These rights 

may change according to data protection laws and regulations applied in relation to your location and 

the relationship between you and the Company, but typically include the following. 

- Right of access to personal information. You may have the right to request access to related 

information, including personal information we hold about you, the purposes for processing the 

personal information, the recipients or categories of recipients with whom the personal 

information has been shared, the period for which the personal information will be stored (if 

impossible, the basis used to determine that period), the right to object to competent authorities, 

the source of the personal information, and the existence of any automated decision making. 

- Right to correct personal information. You may have the right to request that the Company correct 

any inaccurate or incomplete personal information about you. 

- Right to erase personal information. You may have the right to request that the Company erase 

personal information about you under certain circumstances, including the following 

circumstances. 
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- If it is no longer necessary for the Company to store your personal information, in light of 

the purpose for collecting the personal information. 

- If the Company may process personal information only on the basis of your consent, and 

you withdraw your consent. 

- If you object to the Company’s processing of personal information on the grounds of 

legitimate interests, and those legitimate interests do not override your interests, rights and 

freedom. 

- Right to request that the processing of personal information be restricted. You may have the right 

to restrict the processing of your personal information under certain circumstances, including the 

following circumstances. 

- If you object to the accuracy of your personal information yourself (limited to the period 

necessary for the Company to confirm the accuracy of personal information). 

- If it is no longer necessary for the Company to process personal information for purposes 

other than filing for or exercising legal claims, or to defend the same. 

- If you object to the Company’s processing of personal information on the grounds of 

legitimate interests (limited to the period necessary to determine whether the legitimate 

interest overrides your interests, rights and freedom.). 

- Right to object. You may have the right to object to the Company regarding the processing of 

your personal information. 

- Right of data portability. If the Company processes personal information provided by you on the 

legal basis of consent or an agreement, you may have the right to request that you receive personal 

information in structured and generally used, and machine-readable form, or that the personal 

information be transferred directly to a third party to the extent this is technically feasible for the 

Company. 

Where you believe that we have not complied with our obligations under this Policy or the GDPR, 

you have the right to make a complaint to the relevant data protection authorities. 

 

Established and Enforced: September 19th, 2024 


